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Jižní Korea se ve dnech 6.–12. září 2025 stala centrem mezinárodní debaty o kybernetické
bezpečnosti. Českou republiku zde zastupovala delegace vedená ředitelem Národního
úřadu pro kybernetickou a informační bezpečnost (NÚKIB) Lukášem Kintrem, která se
zúčastnila hned několika prestižních událostí. V průběhu celého týdne zde také probíhalo
mezinárodní cvičení APEX, kterého se aktivně účastnilo několik specialistů z vládního
CERT.

Prvním bodem programu byla konference Cyber Summit Korea, kde ředitel NÚKIB přednesl
příspěvek s názvem From Legislation to Resilience: The Future of Cybersecurity in Czechia. Ve svém
vystoupení zdůraznil, že základem úspěšné kybernetické bezpečnosti jsou důvěryhodná partnerství.
„ČR se stejně jako většina zemí světa nemůže spoléhat jen na svou ekonomickou sílu, ale musí se
soustředit na pevnost našich aliancí. Pouze skrze dlouhodobé, jasné postoje a integritu si pak s
našimi partnery vybudujeme tu potřebnou důvěru. V dnešním světě jsou totiž partnerství definována
nejen memorandy o spolupráci či obchodními styky, ale především důvěrou. A ta vyžaduje
konzistenci a hodnotovou ukotvenost,“ uvedl.

Na NATO Cyber Champions Summit, který slouží jako most mezi transatlantickým a asijsko-
pacifickým prostorem, se delegace ČR aktivně zapojila do diskusí o nejaktuálnějších kybernetických
hrozbách. Cyber attaché pro Indo-Pacifik, Veronika Kolek Netolická, vystoupila v panelu Asia
Pacific–Europe Cybersecurity Cooperation for National Networks and Critical Infrastructure
Protection, kde poukázala na význam využívání existujících platforem mezinárodní spolupráce.
Ředitel NÚKIB Lukáš Kintr následně akci uzavřel a zároveň oficiálně pozval účastníky na další ročník
tohoto prestižního summitu, který v roce 2026 hostí Praha. Po Litvě, Austrálii a Jižní Koreji se tak
tato významná platforma pro setkávání nejvyšších představitelů v kybernetické bezpečnosti vrací
zpět do Evropy.

Součástí programu bylo také mezinárodní cvičení APEX (Allied Power Exercise) 2025, do kterého se
zapojilo přes 200 účastníků z 25 zemí. Českou republiku reprezentovali experti z vládního CERT,
kteří vytvořili společný tým s Jižní Koreou a Norskem. Na rozdíl od tradičních soutěžních modelů byl
však APEX zaměřen především na posilování spolupráce mezi státy a sdílení praktických zkušeností.
Autentičnost cvičení podtrhlo zahrnutí skutečných útoků, které se v Jižní Koreji letos uskutečnily.

Na okraj hlavních akcí se česká delegace zúčastnila uzavřeného kulatého stolu pro kybernetické
bezpečnostní agentury, Cyber Ransomware Initiative, a absolvovala také několik bilaterálních
jednání. Hlavními tématy byly sdílení zkušeností s legislativními změnami a analýza aktuálního cyber
threat landscape.

„Aktivní zapojení ČR na mezinárodních fórech je nezbytné nejen pro sdílení našich zkušeností, ale i
pro upevňování strategických partnerství. Kybernetická bezpečnost nezná hranice a její efektivní
zajištění vyžaduje globální koordinaci,“ shrnul ředitel NÚKIB Lukáš Kintr a na závěr poděkoval svým
korejským protějškům a mezinárodním partnerům za vřelé přijetí, otevřenou diskusi a konstruktivní
spolupráci: „Takto silné a důvěryhodné partnerství je základem naší společné odolnosti.“
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