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Gestorem dokumentu je Národní úřad pro kybernetickou a informační bezpečnost
(NÚKIB), dokument však vznikal za přispění desítek organizací z veřejného i soukromého
sektoru, včetně veřejných konzultací. Strategie bude implementována prostřednictvím
aktuálně vznikajícího akčního plánu. Ten odpovědné instituce, jimž přidělí stanoví
konkrétní úkoly k naplnění jednotlivých strategických. Jejich plnění bude každoročně
vyhodnocováno a předkládáno vládě České republiky.

Strategie na základě analýzy současných hrozeb a příležitostí stanovuje tři hlavní strategické oblasti:

Podle strategie bude muset Česko v příštích letech k zabezpečení organizací více využívat nové
technologie, připravit se na potenciální přechod do krizových stavů nebo zlepšit pracovní podmínky
odborníků na kyberbezpečnost ve veřejné správě. Vznikat by měla také alternativní řešení k
rizikovým technologiím, nové platformy pro sdílení informací a mezinárodně koordinovaný postoj k
odstrašení škodlivých státních aktérů.

„Nová strategie potvrzuje, že Česko patří mezi státy, které dokážou reagovat na současnou nelehkou
bezpečnostní situaci a zároveň využít příležitostí, které přinášejí nové technologie a všudypřítomná
digitalizace. Nemůžeme pouze pasivně čekat na to, co přijde, ale hrozby a slabá místa předem
odhalovat a předcházet jim – to platí jak pro zabezpečení informačních systémů, tak pro konfrontaci
se škodlivými státními aktéry, jako jsou Rusko nebo Čína,” uvedl ředitel NÚKIB Lukáš Kintr.

„Společně s institucemi zodpovědnými za kybernetickou obranu, diplomacii a boj s kybernetickou
kriminalitou, které strategie pokrývá jako jeden celek, máme stejný pohled na to, co jsou
nejvýznamnější hrozby dneška, kde má Česko slabá místa, a co dělat, abychom v následujících letech
obstáli. Naším společným cílem je poskytnout občanům bezpečný kyberprostor a k tomu vede cesta
přes investice do lidských zdrojů, bezpečných technologií a vzájemnou důvěru a spolupráci napříč
sektory. Kybernetická bezpečnost je investice do budoucnosti a konkurenceschopnosti naší země a
nová strategie ukazuje, jak zajistit bezpečnější a prosperující kyberprostor pro všechny,“ doplnil
ředitel Kintr.

Celý text Národní strategie kybernetické bezpečnosti 2026-2030 naleznete zde:
https://nukib.gov.cz/download/publikace/strategie_akcni_plany/narodni_strategie_kb_2026-2030.pdf
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