Sest internetovych podvodu na Hradecku
béhem vikendu
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Skoda témér 700 tisic korun.

Béhem uplynulého vikendu resili policisté na Hradecku hned $est pripadd internetovych podvodd,
pri kterych pachatelé zpusobili $kodu blizici se 700 tisicim korun. Scénére byly ruzné - od faleSnych
investicnich nabidek pres socidlni sité az po zneuziti identity blizkych osob ¢i kradeze kryptomeén.

Vydaval se za dceru, chtél penize

V jednom z pripadl se neznamy pachatel vydéaval za dceru poskozené zeny. Tvrdil, Ze se dostala do
nesnazi a potrebuje pomoc. Zena uveérila, ze komunikuje se svou dcerou z jiného ¢isla, a zaslala
castku 41 500 korun. Nastésti banka platbu vcas zastavila a Zena o penize neprisla.

Falesné investice pres WhatsApp a Facebook

Dalsi dva pripady se tykaly podvodnych investic. V prvnim muz reagoval na reklamu na WhatsAppu,
ktera slibovala vyhodné zhodnoceni penéz. Po nékolika prevodech do kryptopenézenek prisel o vice
nez 213 tisic korun.

Ve druhém pripadé Zena nejprve poslala 5 500 korun a po navratu 500 korun nabyla dojmu, zZe
investice funguje. Nasledné na pokyn falesného ,bankére” zadala platbu presahujici 115 tisic korun.
Tato transakce byla nastésti bankou pozastavena, a tak prisla ,jen” o pét tisic.

Podvod s tvari znamé osobnosti

Nejvetsi Skodu zaznamenala 74letd Zzena z Hradce Kralové, ktera naletéla na reklamu s tvari pani
Kellnerové, vdovy po miliardari. Po vyplnéni formuladre a nékolika telefonatech s idajnym
investicnim poradcem a ,bankérkou” prisla celkem o vice nez 265 tisic korun.

FaleSny zajemce o zbozi

Dalsi pripad se odehral na bazarovém portalu. PoSkozeny nabizel prisluSenstvi na motorku, na coz
reagoval udajny zdjemce. Pod zaminkou dokonceni obchodu zaslal odkaz na faleSnou prepravni
sluzbu. Poskozeny do formulére vyplnil idaje o své platebni karté, ¢imz umoznil pachateli pristup k
uctu. Vysledkem byly neopravnéné platby ve vysi 100 tisic korun.

Kradez kryptomény pres faleSny e-mail

Dalsi obéti se stal 28lety muz, kterému prisel e-mail s vyzvou k aktualizaci jeho hardwarové
penézenky. Po kliknuti na odkaz byl presmérovan na podvodné stranky, které vérné napodobovaly
oficidlni rozhrani. Po zadani obnovovaciho klice k penézence doslo k neautorizovanému prevodu
témer 110 tisic korun na jinou kryptoménovou adresu.

Podvody se opakuji. Denné. Stale dokola.

Policie upozornuje, ze podobné pripady resi prakticky kazdy den. Scénare se opakuji - méni se jen
jména, ¢astky a platformy. Pachatelé vyuzivaji davérivosti, nepozornosti a ¢asto i stresu obéti.
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