Nova vilna podvodu: Kybersmejdi opét atoci
pres e-maily!
29.4.2025 - Viktorie Plivova | Vieobecna zdravotni pojistovna CR

Podvodné e-maily, které na prvni pohled vypadaji vérohodné a obsahuji hlavicku VZP,
informuji adresaty o fiktivnim zpozdéni s platbou pojistného. V textu zpravy je také odkaz
na ,aktualizaci udaju“. Tento odkaz je vSak soucasti podvodu, jehoz cilem je vylakat citlivé
osobni udaje, véetné prihlasovacich udaju k bankovnimu uctu a pripravit tak klienty o
jejich uspory.

»Tento podvod je velmi dobre pripraveny. Texty zprav jsou témér bezchybné a vypadaji jako oficialni
komunikace. Klienti by si vSak méli byt védomi, Ze VZP CR nikdy nepoZaduje aktualizaci tidajl
prostrednictvim odkazu zaslaného e-mailem,” upozornuje Jan Svoboda, reditel Odboru bezpecnosti
VZP CR.

Klienti by méli vénovat zvySenou pozornost e-mailovym adresam, ze kterych zpravy prichazeji. Jedina
oficialni doména pro komunikaci s VZP CR je vzp.cz.

JEDNA SE O PODVOD. VZP CR nikdy nezasila e-maily s pozadavkem na aktualizaci tidajl
prostrednictvim odkazu. Pokud obdrzite takovy e-mail, ignorujte ho. Kliknutim na odkaz a vyplnénim
citlivych tdaju riskujete ztratu finan¢nich prostredka na svém uctu.

Takto vypada kybersmejdy rozesilany e-mail. Jedna se o podvod!

https://www.vzp.cz/o-nas/aktuality/nova-vlna-podvodu-kybersmejdi-opet-utoci-pres-e-maily
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