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Podvodníci rozesílají na první pohled věrohodné e-maily, a to nejen soukromým osobám,
ale například i na podatelny úřadů či do zdravotnických zařízení. Obsah se příliš nemění.
Dopisy upozorní na fiktivní nárok na refundaci/výplatu přeplatků či příspěvků apod. Jejich
společným jmenovatelem je výzva k vyplnění bankovních údajů.

U příjemce zprávy vyvolává dojem, že je v kontaktu skutečně s VZP ČR a že je v jeho zájmu údaje
vyplnit. Jde o podvod s jediným účelem, získat od důvěřivců přihlašovací údaje k bankovním účtům a
připravit je o úspory.

Texty jsou téměř bezchybné, upravené jako velmi oficiální. Rozesílány jsou pod hlavičkou VZP ČR se
všemi kontakty. Slibují úhradu z různých důvodů, lákají na čím dál vyšší částky a příjemce vyzývají k
rychlému jednání, resp. přihlášení k bankovnictví, aby mu mohl být přeplatek zaslán. Klienti by tak
měli věnovat zvýšenou pozornost e-mailové adrese, kterou byli osloveni, jediná oficiální doména je
vzp.cz.

JEDNÁ SE O PODVOD. VZP ČR žádné částky tímto způsobem nevyplácí, od klientů nikdy
nepožaduje přihlášení k bankovnímu účtu prostřednictvím e-mailu nebo zprávy SMS zprávy
ignorujte. Vyplněním přihlašovacích údajů riskujete, že přijdete o veškeré finanční prostředky na
účtu.
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