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Průzkum, kterého se zúčastnilo 9033 lidí a který je jedním z největších, jaké kdy byly
provedeny, ukazuje rozsah problému explicitních snímků pořizovaných, ukládaných a
sdílených na chytrých zařízeních. Zjištění korelují s rozšířenou realitou se zneužíváním
intimních snímků (IIA – Intimate Image Abuse), známým také jako „pornografická
pomsta“, kdy téměř polovina (47 %) všech respondentů uvedla, že buď sama zažila (7 %),
nebo zná někoho, kdo zažil tuto formu online zneužívání.

• Téměř čtvrtina (22 %) lidí má ve svých zařízeních uloženy svoje intimní snímky, přičemž nejvyšší
podíl je ve věkových skupinách 16–24 a 25–34 let (34 %).

• Čtvrtina (25 %) respondentů sdílela snímky svého těla s lidmi, se kterými udržuje vztah, přičemž
tento počet opět vzrostl mezi lidmi ve věku 25–34 let na 39 %.

• Významné je, že z účastníků průzkumu, kteří sdíleli zaslané materiály ukazující nahotu nebo jiný
explicitní obsah s dalšími lidmi, přiznalo 8 %, že se tak chtěli pomstít, a 9 %, že chtěli někoho
vystrašit.

Průzkum, kterého se zúčastnilo 9033 lidí a který je jedním z největších, jaké kdy byly provedeny,
ukazuje rozsah problému explicitních snímků pořizovaných, ukládaných a sdílených na chytrých
zařízeních. Zjištění korelují s rozšířenou realitou se zneužíváním intimních snímků (IIA – Intimate
Image Abuse), známým také jako „pornografická pomsta“, kdy téměř polovina (47 %) všech
respondentů uvedla, že buď sama zažila (7 %), nebo zná někoho, kdo zažil tuto formu online
zneužívání. Tato forma zneužívání se vyskytuje zejména u mladších generací, kde tuto zkušenost
uvádí 69 % osob ve věku 16–24 let a 64 % osob ve věku 25–34 let.

„Náš výzkum poukazuje na rostoucí normalizaci závažného společenského problému: veřejnost,
zejména mladší lidé, sdílejí intimní snímky ve stále větším počtu, aniž by zvážili dlouhodobé
důsledky,“ vysvětlil David Emm, hlavní bezpečnostní výzkumník z Global Research and Analysis
Team společnosti Kaspersky. „Technologie během posledních 25 let umožnily snadné pořizování a
sdílení takových snímků, a zároveň došlo k výrazným změnám v chování a postojích k online
seznamování, což trend sdílení intimních zpráv ještě urychlilo. Povědomí o potenciálních rizicích
může lidem pomoci, aby byli při používání digitálních technologií obezřetnější.“

Pokud jde o postoje ke sdílení intimních snímků, panuje výrazná nerovnováha mezi pohlavími. Z
údajů vyplývá, že 20 % mužů poslalo intimní/explicitní materiál někomu, koho nikdy naživo nepotkali.
Zároveň se 30 % dotázaných mužů domnívá, že obdržením intimního snímku se stávají vlastníky jeho
obsahu. Toto chování podtrhuje temnou stránku sdílení intimních snímků, kdy může být soukromý
obsah zneužit k poškozování, zastrašování nebo ponižování. Naproti tomu získané explicitní snímky
sdílelo bez úmyslu je zneužít 12 % žen, přičemž necelá třetina z nich (27 %) se ve svých vztazích
řídila předem stanovenými hranicemi.

Navzdory tomu, že je sdílení intimních snímků časté, pouze 21 % těch, kteří snímek sdíleli, požádalo
o jeho smazání z cizího zařízení. Svědčí to o znepokojivém nedostatku povědomí o možných
důsledcích sdílení takových snímků. Studie se rovněž zabývala otázkou tzv. „obviňování obětí“, kdy
přesně polovina respondentů souhlasí* s tím, že pokud jste sdíleli obrázek sebe sama, je vaší vinou,



pokud se dostane do nesprávných rukou.

Sophie Mortimerová, manažerka Revenge Porn Helpline ve společnosti SWGfL, která pomáhá
obětem takové pomsty, uvádí: „Každý den vidíme, že zneužívání intimních snímků je přetrvávajícím
problémem, ale tato studie nám ukazuje, kde konkrétně je potřeba konat: podporovat národní i
mezinárodní debatu o významu a důležitosti souhlasu, zlepšovat znalosti o online bezpečnosti jak u
dospělých, tak u mládeže, a jasně říct, že pokud dojde ke zneužití intimních snímků, jsou to
pachatelé, kteří nesou plnou vinu.“

David Cooke, ředitel skupiny Trust & Safety Regulations and Partnerships ve společnosti Aylo,
dodává: „Vzdělávání a prevence jsou klíčem k odstranění rostoucího problému zveřejňování
intimních snímků bez souhlasu (NCII – Non-Consensual Publishing of Consensual Intimate Images).
Naše zásady nahrávání obsahu pro dospělé vyžadují identifikaci a souhlas všech účastníků před jeho
zveřejněním. Zahrnují také okamžité odstranění jakéhokoli materiálu porušujícího autorská práva,
nahlášeného prostřednictvím našich formulářů s žádostí o odstranění obsahu, a zasílání varovných
zpráv každému, kdo vyhledává výrazy spojené s NCII. Pro pokračování v tomto boji a prevenci
dalších obětí je však nezbytné, aby ochranu proti neoprávněnému sdílení STOPNCII.org podporovalo
víc online platforem. Partnerství napříč odvětvími, jako je partnerství Aylo se STOPNCII, je klíčové
pro vývoj rychlejších a sofistikovanějších metod prevence této strašlivé formy zneužívání na
internetu.“

Rady, jak zůstat v bezpečí:

• Přemýšlejte, než něco zveřejníte. Dávejte pozor na to, s kým a kdy sdílíte svá data. Vždy uvažte, jak
by obsah, který sdílíte online, mohli ostatní interpretovat a použít.

• Zjistěte, které komunikační aplikace jsou bezpečné a které mají end-to-end šifrování.

• Pokud se domníváte, že jste se stali obětí IIA, uchovejte si důkazy a nahlaste to policii a
platformám, kde jsou vaše data zveřejněna.

• Vždy zkontrolujte nastavení oprávnění v aplikacích, které používáte, abyste minimalizovali
pravděpodobnost, že vaše údaje budou bez vašeho vědomí sdíleny nebo ukládány třetími stranami.

• Používejte spolehlivé bezpečnostní řešení, jako je Kaspersky Password Manager, k vytvoření a
zabezpečení jedinečných hesel ke každému účtu. Nepoužívejte stále stejná hesla.

• Využijte celosvětový online nástroj StopNCII.org, který pomáhá chránit intimní snímky před
sdílením na internetu na nejrozšířenějších platformách po celém světě.

Další zdroje

• Průzkum: Nahá pravda: Jak sdílení intimních snímků změnilo náš svět

• Reálné případy: Aaliyah se stala hvězdou sociálních médií – proti své vůli (ODKAZ), Když lidé Alici
říkají, že ji viděli nahou, myslela si, že je to spam (ODKAZ)

• StopNCII: https://swgfl.org.uk/helplines/stopncii/

• Kurz ochrany proti doxingu: https://education.kaspersky.com/en/lesson/53

Další informace



Studii podpořila britská nezisková charitativní organizace SWGfL, která provozuje linku pomoci
obětem zneužívání intimních snímků, a řada partnerů z oboru, kteří poskytli informace vycházející z
jejich vlastní práce v této oblasti.

Výzkum provedla společnost Censuswide na vzorku 9033 běžných respondentů (16+) ve Velké
Británii, Belgii, Nizozemsku, Kolumbii, Francii, Řecku, Itálii, Mexiku, Peru, USA, Španělsku a
Brazílii. Údaje byly shromážděny v období od 17. 5. 2024 do 24. 5. 2024. Společnost Censuswide
zaměstnává členy Market Research Society (MRS) a řídí se kodexem chování MRS a zásadami
sdružení ESOMAR. Společnost Censuswide je rovněž členem sdružení British Polling Council.

*Rozhodně souhlasím a spíše souhlasím dohromady.

Statistika IIA je odvozena z opačné možnosti odpovědi „Netýká se nikoho“
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