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Cílem celého cvičení bylo otestovat připravenost energetického sektoru a poskytovatelů
služeb datových center při řešení kybernetických bezpečnostních incidentů, které postupně
vyústily v celoevropskou kybernetickou krizi. Na národní úrovni se podařilo nasimulovat
reálnou krizi včetně zasedání Ústředního krizového štábu.

„Vyzkoušeli jsme si celou škálu činností, které je reálně třeba provést při takto rozsáhlých
kybernetických útocích. Vedle technických analýz typu reverzního inženýring vzorku počítačového
viru náš tým mimo jiné zajišťoval i krizovou komunikaci s vedením naší virtuální organizace,
uživateli, zákazníky a s veřejností prostřednictvím médií,“ přiblížil průběh cvičení vedoucí Oddělení
kybernetické bezpečnosti Kraje Vysočina Dominik Marek. Podle něj museli v průběhu cvičení jako
data center service provider poskytovat služby i kritické infrastruktuře státu a řešili tak i právní
aspekty ve vztahu k zákonu o kybernetické bezpečnosti. „Možnosti účastnit se cvičení si nesmírně
vážíme, bylo to pro nás velmi obohacující. Rád bych poděkoval sdružení CZ.NIC za výbornou
organizaci na národní úrovni,“ dodal Dominik Marek.
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