Dalsi internetovy podvod s faleSnym
bankérem

24.6.2024 - Jakub Kopfiva | Policie CR
Muz z Chodova prisel o témér 400 tisic korun.

Ve Ctvrtek 20. ¢ervna letosniho roku byl Sestapadesatilety muz z Chodova telefonicky kontaktovan s
tim, Ze jeho bankovni ucet byl napaden a muze tak prijit o finan¢ni prostredky, které ma na uctu.
Muz vydavajici se za pracovnika banky nasledné Sestapadesatiletému muzi sdélil, Ze z jeho uctu jsou
bez jeho védomi provadény financni transakce a jestli chce své penize zachranit, tak je musi
okam?Zité pievést na bezpedné téty partnerskych bank. Sestaétyticetilety muZ tak uéinil a penize ze
svého bankovniho uétu prevedl na bankovni ucet, ktery mu muz dosud neznamé totoznosti po
telefonu sdélil.

Timto jednanim byla muzi zpisobena $koda témér 400 tisic korun.

Sokolovsti kriminalisté ve véci zahdjili ikony trestniho rizeni pro podezreni ze spachani precinu
podvodu.

V pripadé prokazani viny hrozi muzi trest odnéti svobody az na pét let.

Prevence:

Vol4 Vam bankovn{ Grednik a tvrdi, Ze je V43 det v ohroZeni? ZBYSTRETE! Skute¢ni bankovni
urednici tak nikdy nepostupuji. Nereagujte na telefonni hovory, SMS zpravy, e-maily, kde se vas
nékdo pokousi vmanipulovat do situace, Ze jsou vasSe financ¢ni prostredky v ohrozeni a vy musite
udeélat dalsi kroky pro jejich zachranu. Kdyby byly vase penize v ohroZeni, tak banka sama zareaguje
a ucini dalsi opatreni. Pany svého uctu jste Vy. Nezadavejte ani v aplikaci nepotvrzujte platby, které
Vam nékdo bude diktovat po telefonu, ani nikomu nesdélujte ¢i nepreposilejte potvrzovaci kédy z
SMS. Stejné tak nikomu nedavejte vzdaleny pristup do Vaseho pocitace. V pripadé pochybnosti vzdy
kontaktujte svou banku. Pokud Vas shora nazna¢enym zpusobem jiz nékdo kontaktoval, nevahejte se
rovné? obratit na tisiovou linku Policie Ceské republiky na ¢isle 158 a celou zéleZitost oznamte.
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