Duslednéjsi zalohovani dat ¢i dvojfazoveé
prihlasovani, resort dopravy zvysuje
kyberbezpecnost

28.7.2022 - | Ministerstvo dopravy CR

»Jde nam o to, aby se nase instituce staly co odolnéjsim vaci kybernetickym hrozbam.
Nikdy nelze zabranit uplné vSemu, ale dodrzovanim postupu a doporuceni je mozné vcas
identifikovat utok nebo se proti nému pojistit v podobé lepsiho zalohovani dat,” rika
ministr dopravy Martin Kupka.

Béhem dvou mésicli od kvétnového kybernetického tutoku na RSD cely resort dopravy prosel
podrobnou kontrolou zalohovani dat, doslo k revizi politiky pristupovych prav ke klicovym systémum
a posileni ovérovani.

Svym organizacim Ministerstvo dopravy dale doporucuje duslednéji zalohovat data, vyuzivat
dvojfazové ovéreni uzivatele, detekovat podezrelé aktivity a vice vzdélavat v otazce uzivatele v
otazce kybernetické bezpecnosti.

Reditelstvi silnic a dalnic se stalo v kvétnu teréem rozsahlého kriminalniho kybernetického ttoku.
Jednalo se o velmi sofistikovany a dlouho planovany ttok s cilem zasahnout veskerou kybernetickou
infrastrukturu RSD.

RSD se z toku postupné vzpamatovava a za¢atkem srpna opét zprovozni pro véechny fidicky a
ridi¢e dopravni informace prostrednictvim webu www.dopravniinfo.cz, znovu se zacnou sdilet data o
aktudlnim provozu i s jednotlivymi navigacemi.
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