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Muze se to stat kazdému, proto je potieba byt obezretny.

[ presto, Ze jsme vCera prostrednictvim socialnich siti varovali pred nejnovéjsim a
nejpropracovanéj$im zpusobem podvodného jednéni, tak jiz ustecti policisté eviduji jeden pripad.

O co vlastné jde?

Nejprve vam prijde SMS zprava ohledné statniho prispévku. Kliknutim na odkaz a nasledném
bankovnictvi, coz mu samotni nevédomky potvrdite. Pachatel nasledné zada transakci na pripraveny
bankovni ucet a ¢ekd, zda mu to v ramci manipulace odsouhlasite v ramci vice faktorového ovéreni.
V pripadé, ze odsouhlasite, tak jsou z vaseho uctu okamzité odcizeny financ¢ni prostredky. V pripadeé,
Ze transakci nepotvrdite, tak vam obratem vol4 pachatel, ktery se vydava za pracovnika vasi banky s
tim, Ze mate napadeny ucet a musite okamzité vSechny své penize prevést na ,bezpecny” ucet, ktery
vam nadiktuje. Tim, Ze ma pachatel pristup do vaseho bankovnictvi, tak zn4 i citlivé informace o vasi
osobg, vCetné zustatku na GCtu a faktu, ze jste reagovali na podvodnou SMS zpravu.

Nas 27lety poskozeny vyplnil vSechny formulare, potvrdil nespecifikovanou platbu ve vysi 4.990
korun, ktera misto, aby mu byla pripsana, coby ,statni prispévek”, tak mu byla odCerpana. Nasledné
jej kontaktoval udajny pracovnik banky s tim, Ze jeho ucet byl napaden a Ze je potreba nasledovat
vSechny jeho instrukce. Bohuzel poSkozeny ze strachu z toho, ze prijde o své finance tak veskeré
instrukce splnil a ve ¢tyrech platbach prisel o 102.498 korun. Ve vysledku o 107 498 korun.

Banky takto nikdy nepostupuji. Ministerstvo prace nikdy takového SMS zpravy s odkazem
neposila. Celé je to podvod. V pripadé podezreni na napadeni vaseho uctu okamzité
kontaktujte svou banku.
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