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Národní úřad pro kybernetickou a informační bezpečnost (NÚKIB) v roli Národního
koordinačního centra výzkumu a vývoje v oblasti kybernetické bezpečnosti vyhlašuje 4.
Výzvu k podávání projektů „Cyber Resilience Boost: Podpora budování kapacit pro
kybernetickou odolnost produktů II.“. Příjem žádostí byl zahájen 2. února 2026 a potrvá do
2. dubna 2026 do 19 hodin.

Cílem výzvy je podpořit další rozvoj kapacit subjektů působících v oblasti kybernetické bezpečnosti v
souvislosti s implementací aktu o kybernetické odolnosti (Cyber Resilience Act, CRA). Výzva
navazuje na předchozí aktivity a zaměřuje se zejména na praktickou podporu organizací, které se
budou muset novým požadavkům CRA přizpůsobit.

Podporovány budou projekty zaměřené na vývoj podpůrných nástrojů a dokumentace, vzdělávací a
osvětové aktivity, především směrem k malým a středním podnikům, a na posilování spolupráce a
sdílení osvědčených postupů mezi relevantními aktéry. Cílem je usnadnit výrobcům, dovozcům a
distributorům ICT produktů a služeb plnění povinností vyplývajících z CRA a přispět ke zvýšení
celkové úrovně kybernetické odolnosti produktů na českém trhu.

Výzva se tematicky zaměřuje na tři hlavní oblasti:

Výzva je vyhlášena v rámci projektu „Building Testing and Certification Capabilities in the
Czech Republic“ (TEST-CERT-CZ), financovaného z programu Digital Europe. Projekt realizuje
NÚKIB ve spolupráci s partnerem CyberSecurity Hub, z. ú.

Podrobnosti o výzvě, včetně podmínek a způsobu podání žádosti, jsou k dispozici na webových
stránkách NÚKIB: https://nukib.gov.cz/cs/vyzvy-2/
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