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Narodni strategii kyberneticke bezpecnosti
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Gestorem dokumentu je Narodni urad pro kybernetickou a informacni bezpecnost
(NUKIB), dokument vSak vznikal za prispéni desitek organizaci z verejného i soukromého
sektoru, vcetné verejnych konzultaci. Strategie bude implementovana prostrednictvim
aktualné vznikajiciho ak¢niho planu. Ten odpovédné instituce, jimz pridéli stanovi
konkrétni ukoly k naplnéni jednotlivych strategickych. Jejich plnéni bude kazdorocné
vyhodnocovano a predkladano vladé Ceské republiky.

Strategie na zékladé analyzy soucasnych hrozeb a prilezitosti stanovuje tri hlavni strategické oblasti:

Podle strategie bude muset Cesko v pristich letech k zabezpeceni organizaci vice vyuzivat nové
technologie, pripravit se na potenciélni prechod do krizovych stavii nebo zlep$it pracovni podminky
odborniki na kyberbezpecnost ve verejné spravé. Vznikat by méla také alternativni reSeni k
rizikovym technologiim, nové platformy pro sdileni informaci a mezinarodné koordinovany postoj k
odstraseni Skodlivych statnich aktéru.

,Nova strategie potvrzuje, Ze Cesko patii mezi staty, které dokdZou reagovat na souc¢asnou nelehkou
bezpecnostni situaci a zaroven vyuzit prilezitosti, které prinaseji nové technologie a vSudypritomna
digitalizace. Nemuzeme pouze pasivné ¢ekat na to, co prijde, ale hrozby a slaba mista predem
odhalovat a predchéazet jim - to plati jak pro zabezpeceni informacnich systému, tak pro konfrontaci
se $kodlivymi statnimi aktéry, jako jsou Rusko nebo Cina,” uvedl reditel NUKIB Luka$ Kintr.

»Spolecné s institucemi zodpoveédnymi za kybernetickou obranu, diplomacii a boj s kybernetickou
kriminalitou, které strategie pokryva jako jeden celek, mame stejny pohled na to, co jsou
nejvyznamnéjsi hrozby dneska, kde ma Cesko slaba mista, a co délat, abychom v nasledujicich letech
obstéli. Nasim spole¢nym cilem je poskytnout obCanim bezpecny kyberprostor a k tomu vede cesta
pres investice do lidskych zdroju, bezpe¢nych technologii a vzajemnou duvéru a spolupraci napric
sektory. Kyberneticka bezpecnost je investice do budoucnosti a konkurenceschopnosti nasi zemé a

Vevs

reditel Kintr.

Cely text Nérodni strategie kybernetické bezpecnosti 2026-2030 naleznete zde:
https://nukib.gov.cz/download/publikace/strategie akcni plany/narodni strategie kb 2026-2030.pdf
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