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Škoda téměř 700 tisíc korun.

Během uplynulého víkendu řešili policisté na Hradecku hned šest případů internetových podvodů,
při kterých pachatelé způsobili škodu blížící se 700 tisícům korun. Scénáře byly různé – od falešných
investičních nabídek přes sociální sítě až po zneužití identity blízkých osob či krádeže kryptoměn.

Vydával se za dceru, chtěl peníze

V jednom z případů se neznámý pachatel vydával za dceru poškozené ženy. Tvrdil, že se dostala do
nesnází a potřebuje pomoc. Žena uvěřila, že komunikuje se svou dcerou z jiného čísla, a zaslala
částku 41 500 korun. Naštěstí banka platbu včas zastavila a žena o peníze nepřišla.

Falešné investice přes WhatsApp a Facebook

Další dva případy se týkaly podvodných investic. V prvním muž reagoval na reklamu na WhatsAppu,
která slibovala výhodné zhodnocení peněz. Po několika převodech do kryptopeněženek přišel o více
než 213 tisíc korun.

Ve druhém případě žena nejprve poslala 5 500 korun a po návratu 500 korun nabyla dojmu, že
investice funguje. Následně na pokyn falešného „bankéře“ zadala platbu přesahující 115 tisíc korun.
Tato transakce byla naštěstí bankou pozastavena, a tak přišla „jen“ o pět tisíc.

Podvod s tváří známé osobnosti

Největší škodu zaznamenala 74letá žena z Hradce Králové, která naletěla na reklamu s tváří paní
Kellnerové, vdovy po miliardáři. Po vyplnění formuláře a několika telefonátech s údajným
investičním poradcem a „bankéřkou“ přišla celkem o více než 265 tisíc korun.

Falešný zájemce o zboží

Další případ se odehrál na bazarovém portálu. Poškozený nabízel příslušenství na motorku, na což
reagoval údajný zájemce. Pod záminkou dokončení obchodu zaslal odkaz na falešnou přepravní
službu. Poškozený do formuláře vyplnil údaje o své platební kartě, čímž umožnil pachateli přístup k
účtu. Výsledkem byly neoprávněné platby ve výši 100 tisíc korun.

Krádež kryptoměny přes falešný e-mail

Další obětí se stal 28letý muž, kterému přišel e-mail s výzvou k aktualizaci jeho hardwarové
peněženky. Po kliknutí na odkaz byl přesměrován na podvodné stránky, které věrně napodobovaly
oficiální rozhraní. Po zadání obnovovacího klíče k peněžence došlo k neautorizovanému převodu
téměř 110 tisíc korun na jinou kryptoměnovou adresu.

Podvody se opakují. Denně. Stále dokola.

Policie upozorňuje, že podobné případy řeší prakticky každý den. Scénáře se opakují – mění se jen
jména, částky a platformy. Pachatelé využívají důvěřivosti, nepozornosti a často i stresu obětí.
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