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Podvodné e-maily, které na první pohled vypadají věrohodně a obsahují hlavičku VZP,
informují adresáty o fiktivním zpoždění s platbou pojistného. V textu zprávy je také odkaz
na „aktualizaci údajů“. Tento odkaz je však součástí podvodu, jehož cílem je vylákat citlivé
osobní údaje, včetně přihlašovacích údajů k bankovnímu účtu a připravit tak klienty o
jejich úspory.

„Tento podvod je velmi dobře připravený. Texty zpráv jsou téměř bezchybné a vypadají jako oficiální
komunikace. Klienti by si však měli být vědomi, že VZP ČR nikdy nepožaduje aktualizaci údajů
prostřednictvím odkazu zaslaného e-mailem,“ upozorňuje Jan Svoboda, ředitel Odboru bezpečnosti
VZP ČR.

Klienti by měli věnovat zvýšenou pozornost e-mailovým adresám, ze kterých zprávy přicházejí. Jediná
oficiální doména pro komunikaci s VZP ČR je vzp.cz.

JEDNÁ SE O PODVOD. VZP ČR nikdy nezasílá e-maily s požadavkem na aktualizaci údajů
prostřednictvím odkazu. Pokud obdržíte takový e-mail, ignorujte ho. Kliknutím na odkaz a vyplněním
citlivých údajů riskujete ztrátu finančních prostředků na svém účtu.

Takto vypadá kyberšmejdy rozesílaný e-mail. Jedná se o podvod!
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