FaleSna operatorka pripravila muze z
Liberecka o0 40.000 korun
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Nenechte se zaskocit novym druhem kyberpodvodu!

V poloviné mésice ledna prijal poskozeny muz z Liberecka telefonni hovor od svého mobilniho
operatora. Po piivodnim ohla$eni o monitorovani telefonniho hovoru byl nasledné spojen se
samotnou udajnou operatorkou, ktera jej informovala o moznosti lepsiho zabezpeceni jeho
soucasného uctu. Uvedenou sluzbu nabizela bezplatné. Jediné, co od zdkaznika pozadovala, bylo
Ctyrmistné heslo pro komunikaci s operatorem. Po uvedeni svého kédu mu néasledné sdélila, ze o
zkvalitnéni sluzby bude vyrozumén sms zpravou. Vice poSkozeny muz operatorce nesdélil a hovor byl
ukoncen.

Téhoz vecera poskozeny zjistil, Ze mu nefunguje telefon a SIM karta neni prihlasena do sité. Druhého
dne dosel osobné na pobocCku svého mobilniho operatora, kde celou zaleZitost chtél vyresit. Zde se
dozvédél, Ze jeho SIM karta byla zablokovéana a tim, ze sdélil prihlasovaci heslo idajnému
operatorovi, tak si neznami pachatelé vytvorili eSIM s jeho Udaji, se kterymi mohli dale disponovat.
Dle sdéleni zaméstnancu spolec¢nosti zjistil, ze se stal pravdépodobné obéti podvodu. Z téchto
davodu zasel osobné do bankovnich spole¢nosti zkontrolovat své ucty. Zde zjistil, ze jeden z jeho
uctl byl napaden a v nékolika Castkach byla neznamym pachatelem od¢erpana finan¢ni hotovost v
celkové vysi 40.000,- Kc.

A jak se vSe mohlo stat?

Pachatel se dale zmocnil i e-mailu poskozeného jednoduse tak, Ze e-mail je na internetu uveden u
webu zZivnostnika a pri ,zapomenuti“ hesla do e-mailu prislo jednorazové heslo na mobilni ¢islo, nad
kterym mél jiz diky e-SIM nadvladu.

Tak malo stacilo pachatelim k tomu, aby si zjistili ¢islo klienta (r.¢.) i ovérovaci heslo (obdrzené na
eSIM) do bankovnictvi.
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