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U příjemce zprávy vyvolává dojem, že je v kontaktu skutečně s VZP ČR a že je v jeho zájmu
údaje vyplnit.

Jde o podvod s jediným účelem, získat od důvěřivců přihlašovací údaje k bankovním účtům
a připravit je o úspory.

„Z reakcí a dotazů nejen našich klientů je zřejmé, že v posledních dnech skutečně velmi intenzivně
sílí distribuce podvodných zpráv, a to všemi jmenovanými cestami. Podvodníci zneužívají
předvánoční období, lákají na poměrně vysoké částky a nutí k rychlému jednání,“ říká Jan Svoboda,
bezpečnostní ředitel VZP ČR. Jeho jméno je v podvodných emailech zneužíváno také. Řada
rozesílaných zpráv je podepsána tímto jménem, příjemci tak mohou například po kontrole na
internetu nabýt falešného dojmu, že e-mail je skutečně od Všeobecné zdravotní pojišťovny ČR.

Texty jsou téměř bezchybné, upravené jako velmi oficiální. Rozesílány jsou pod hlavičkou VZP ČR se
všemi kontakty. Slibují úhradu z různých důvodů, lákají na čím dál vyšší částky a příjemce vyzývají k
rychlému jednání, resp. přihlášení k bankovnictví, aby mu mohl být přeplatek zaslán.

JEDNÁ SE O PODVOD. VZP ČR žádné částky tímto způsobem nevyplácí, od klientů nikdy
nepožaduje přihlášení k bankovnímu účtu prostřednictvím emailu nebo zprávy SMS. zprávy
ignorujte. vyplněním přihlašovacích údajů riskujete, že přijdete o veškeré prostředky na
účtu.
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