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Bezpecnostni experti opakované upozornuji na nutnost zalohovat si data, presto tretina
Cechii zalohuje méné nez jednou mésicné a desetina dokonce nikdy. Osobni vzpominky a
cenné dokumenty mohou byt pritom cilem hackeru. Zalohovani je klicové pro jejich
ochranu. Cesi pro zalohovani preferuji cloudova lozisté a velkokapacitni pamétové disky,
naopak flash disky a CD uz jsou spiSe raritou. Vice nez tretina lidi si sva zalohovana data jiz
nijak dale nechrani. Vyplyva to z posledniho pruzkumu spolec¢nosti ESET. Odbornici
doporucuji pravidelné zalohy dat kontrolovat, pouzivat silna hesla a vicefazové prihlaseni i
sifrovani dat na zarizenich.

Bezpec¢nostni experti opakované upozorfuji na nutnost zalohovat uzivatelska data. Tretina Cechti
pritom stale zalohuje méné nez jedenkrat mésicné. Pétina pak zalohuje jednou tydné nebo mésicné a
desetina dokonce nezalohuje nikdy. Naopak vice nez tretiné lidi se osobni data uklddaji automaticky.

»Je potreba si uvédomit, o jaka data jde. Jsou to nejen osobni vzpominky v podobé fotek nebo videi,
ale také cenné dokumenty jako napriklad smlouvy od pojiStoven, smlouvy se zaméstnavatelem,
faktury a pracovni véci, pokud treba podnikate. Takové data pro nas vSechny maji velkou
emocionalni i finan¢ni hodnotu. Zalohovani je zpusob, jak si je efektivné a jednodusSe chranit.
Doporucil bych hlavné jejich ukladani do renomovanych cloudovych sluzeb, protoze se o bezpecnost
postara profesiondlni sluzba, a je to navic uzivatelsky nenaroc¢né,” radi Jindrich Mic¢an, technicky
reditel prazské pobocky spolecnosti ESET.

Automaticky si sva data zalohuji Castéji zeny nez muzi. Nejméneé peclivi, pokud jde o uchovani
osobnich dat, jsou lidé nad 50 let.

Témér polovina Cechtl si uklada data do cloudu, tedy do G¢tu néjakého virtudlniho tlozisté jako je
OneDrive, Google Disk, iCloud nebo Dropbox. Déle jesté Casto pouzivame velké externi pamétové
disky. Zhruba pétina pak pouziva flash disky. Jen minimum lidi si data ulozi na CD nebo vlastni
server.

»Provozovat vlastni server je drahé a narocné na technické znalosti. Nejoblibenéjsi cloudova ulozisté
nabizi tutéz sluzbu. V datech vidime drobné rozdily. Napriklad cloud mirné ¢asteéji vyuzivaji Zeny,
externi pamétové disky spiSe muzi. Starsi lidé také zrejmé inklinuji k flash diskiim jako k technologii,
na kterou jsou zvykli,” dodava Mican.

Nejvice se Cesi (46 %) obéavaji toho, Ze loZisté selZe nebo Ze se dané médium poskodi a oni tak data
nebudou mit k dispozici. Se srovnatelnym procentualnim zastoupenim (15 %) se dale obavaji, ze data
omylem smazou, stanou se cilem $kodlivého kddu nebo se k datum dostane nékdo nepovolany.

VétsSinou ale maji ¢esti uzivatelé a uzivatelky dobré zkuSenosti. Tretina z nich o data nikdy neprisla
(35 %). Vice nez ¢tvrtina (29 %) ma zkusSenost s tim, Ze doslo k poSkozeni média (CD, pamétovy disk)
a pétina si je smazala omylem sama.

,Pravdépodobnost, ze by selhalo cloudové ulozisté, pokud tedy mluvime o velkych renomovanych
poskytovatelich, je velice mala. Je trochu prekvapenim, jak malo lidi se obava kybernetického utoku
na data. Ty jsou bohuZzel velmi ¢asté, a to nejen v prostredi velkych firem, na jejichz dusevni



vlastnictvi cili naptiklad obavany ransomware. Uto¢nici se i v pripadé jednotlivct snaZi ziskat hesla
do uzivatelskych uctl, snazi se i prolomit pristup do tlozisté. Je dulezité si uvédomit, ze pravé data
jsou néc¢im, co mohou ttoc¢nici s velkym ziskem prodat na ¢erném trhu. Podle vysledku pruzkumu se
s kybernetickym ttokem zacilenym na data setkali nejCastéji lidé ve vékové kategorii 41-50 let,” rika
Mican.

Odbornici doporuéuji zalohy dat pravidelné kontrolovat. Tfetina Cechtl to nedéla nikdy, polovina jen
parkrat do roka. Podobné podcenujeme zabezpeceni ulozenych dat - vice nez tretina lidi si data déle
nijak nechrani, ¢tvrtina ma zabezpecena data pomoci hesla nebo biometrického ovéreni a vice nez
desetina si schova ulozisté se zalohovanymi daty na bezpec¢né misto. Jen necela desetina lidi sva data
Sifruje. Nejcastéji lidé nesifruji proto, ze nevédi jak (32 %), nebo jako duvod uvadéli, ze to
nepotrebuji (20 %).

,Pravé slozitost technologii muze byt pro radu lidi prekazkou, aby vyzkouseli néjaké nové postupy v
ochrané svych dat a své digitalni identity. Vice nez polovina z dotdzanych odpovidala, ze by radi
napriklad vyuzili chranénou slozku, kam by své data mohli ulozit. Pravé letos na podzim jsme v
nabidce reSeni pro domacnosti mimo jiné predstavili také zabezpecenou slozku ESET Folder Guard.
Uzivatelé a uzivatelky si v ramci této funkcionality mohou vytvorit seznam zabezpecenych slozek ve
svém pocitaci s operacnim systémem Windows, kam si mohou ulozit sva cenna data. Neduvéryhodné
aplikace pak nemohou data v téchto slozkach upravovat ani mazat,” vysvétluje Mican.

,Sifrovani dat miiZe byt pro béZného uZivatele opravdu technicky pokrocilej$i, neznamena to ale, Ze
nema v tomto pripadé vibec zadné moznosti. Uzivatelé si mohou zapnout $ifrovani v ramci
operac¢niho systému svého zarizeni. Sifrovani dat také nabizi moderni bezpetnostni fe$eni, a to
véetné Sifrovani vyménnych médii ¢i zaloh jako takovych,” uzavira Mican z ESETu.

Sbér dat byl realizovan prostrednictvim aplikace Instant Research agentury Ipsos ve dnech 30. zari
do 3. ffjna 2024 na 1 029 respondentech v Ceské republice.

Vice informaci o trendech v kyberbezpecnosti pro Sirokou verejnost najdete napriklad v online
magazinu Dvojklik.cz nebo v online magazinu o IT bezpecnosti pro firmy Digital Security Guide.
Nejcastéj$im rizikim pro déti na internetu se vénuje iniciativa Safer Kids Online, ktera ma za cil
pomoci nejen jejich rodi¢im, ale také napriklad ucitelim ¢i vychovateliim zorientovat se v
nastrahach digitalniho svéta.

Spolecnost ESET ve spolupraci s kyberbezpecnostnimi odborniky dale pripravuje podcast True
Positive. Vysvétleni aktudlnich kyberbezpecnostnich pojmu a trendu najdete dale na strankach
Slovniku ESET.

Spolec¢nost ESET jiz od roku 1987 vyviji bezpeCnostni software pro domaci i firemni uzivatele. Drzi
rekordni pocet ocenéni a diky jejim technologiim muze vice nez miliarda uzivateli bezpecné
objevovat moZnosti internetu. Siroké portfolio fe$eni od ESET pokryva vSechny populdrni platformy,
vCetné mobilnich, a poskytuje neustélou proaktivni ochranu pri minimalnich systémovych narocich.

ESET dlouhodobé investuje do vyvoje. Jen v Ceské republice nalezneme tfi vyzkumnd a vyvojova
centra, a to v Praze, Jablonci nad Nisou a Brné. Spolecnost ESET ma lokalni zastoupeni v Praze,
celosvétovou centréalu v Bratislavé a disponuje rozsahlou siti partnert ve vice nez 200 zemich svéta.

https://www.eset.com/cz/o-nas/pro-novinare/tiskove-zpravy/pruzkum-eset-se-svymi-daty-cesi-riskuji-p
odcenuji-zalohy-i-jejich-bezpecnost
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