MWC 2024: Huawei predstavuje nejnovejsi
reseni HiSec SASE pro inteligentni ochranu
pobocek
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Podil spolecnosti, které pristupuji k verejnym cloudovym sluzbam prostrednictvim
internetu, dnes celosvétové dosahl 60 %. Podniky rovnéz méni své fungovani a namisto
vynucovani centralizovaného pristupu ke sluzbam prostrednictvim datového centra ve
firemni centrale umoznuji pobockam primy pristup ke sluzbam v cloudu. A prestoze
centraly disponuji dostatkem zarizeni i personalu pro dostatecné zabezpeceni, pobocky
maji casto vzhledem k omezenym investicim do zdroju prili$ slabou ochranu. V této situaci
se stava nutnosti systémy zabezpeceni modernizovat.

Leon Wang, prezident produktové rady Huawei pro datovou komunikaci, pri predstaveni bezpecného
a efektivniho reseni sitové architektury Huawei s ndzvem HiSec SASE zduraznil jeho schopnosti
rychlého oSetreni hrozeb druhé trovné, spickovy detekcni vykon a precizni prevenci ransomwaru.

1.Rychlé reSeni hrozeb druhé urovné: S vyuzitim vice nez 8000 bezpecnostnich odvozovacich
pravidel a inteligentnich parovacich algoritmt dokaze reSeni HiSec SASE spole¢nosti Huawei
automaticky zpracovat 99 % bezpecCnostnich udalosti v siti béhem nékolika sekund.

2.Bezkonkurencni detekcni vykon: Komplexni, inteligentni a konvergovana sitova brana Huawei
umoznuje nacitani bezpecnostnich funkci na vyzadani. Diky Ctverici jedine¢nych bezpecnostnich
mechanismil, kterou tvori adaptivni bezpecnostni engine (ASE), systém pro Sifrovéani a deSifrovani,
systém pro porovnavani vzora a engine pro hardwarovou akceleraci zarucuje Spickovou detekci
hrozeb (0 50 % nad oborovym pramérem).

3.Precizni ochrana proti ransomwaru: Systém zabezpecCeni koncovych boda spolecnosti Huawei,
ktery vyuziva spolupraci mezi cloudem a koncovym bodem, poskytuje 100% detekci ransomware
utoku a obnovu souboru napadenych ransomwarem na jedno kliknuti. Tento systém nabyva na
vyznamu zejména v soucasné dobé, kdy pocCet ransomware titokl vzrostl v roce 2023 oproti
predchozimu roku o 37 % a frekvence téchto hrozeb stéle narusta.

Zbrusu nové reSeni HiSec SASE od spolecnosti Huawei - sitové zabezpeceni pobocek s
bezkonkurencni vSestrannosti, efektivitou a bezpecnosti - 1ze vyuzit v celé radé scénari, jako je
napr. prace na dalku, propojovani vice poboc¢ek ¢i ochrana koncovych bodd, a je ideélni volbou pro
zabezpeceni inteligentni digitalni transformace v sektorech, jako je statni sprava, finance a velké
podniky.

Dalsi reSeni pro zabezpeceni sité od spoleénosti Huawei najdete na
https://e.huawei.com/en/solutions/enterprise-network/security .
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