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Duvérivy muz prisel vlozenim penéz do bitcoinmatu o vice nez 700 000 korun.

Velmi presvédcivy byl nezndmy pachatel, ktery v druhé poloviné prosince telefonicky kontaktoval
muze z Taborska s tim, Ze se predstavil jako pracovnik jedné banky a poskozeného se dotazoval, zda
souhlasi s podminkami tvéru, o ktery si zazadal osobné v bance. Poskozeny vSak o zadny uvér
nezadal a hovor ukoncil. Nasledné mu zavolala jemu nezndma Zena z jiného telefonniho cisla, ktera
mu sdélila, Ze je z bezpec¢nostniho oddéleni banky s tim, Ze pokud chce zabranit tomu, aby si na néj
nékdo vzal neopravnéné uver, tak si musi nainstalovat aplikaci Viber do mobilniho telefonu pro dalsi
zabezpecenou komunikaci, coZ muz v obavé o své penize ucinil. Zaroven mu na jeho email prisel
faleSny email, ve kterém ho jeho banka informovala o tom, Ze mu chce nékdo zpronevérit osobni
udaje a zneuzit pristup do jeho uctu. Dalsi faleSny email prisel od policie, ve kterém obdrzel muz
propustku z prace z duvodu ob¢anské povinnosti. Pak uz veSekra komunikace probihala pres Viber,
kde dostal mu? instrukce o tom, Ze musi dojet do své banky v Ceskych Budé&jovicich, ze které ma
vybrat vice nez 250 000 korun a nasledné je ma vlozit do bitcoinmatu pomoci zaslanych QR kddu.
Toto muz udélal. Dalsi den ho neznamy pachatel poslal do pobocky banky v Tébore, kde opét vybral
penize, tentokrat vice nez 400 000 korun a tyto opét vlozil do bitcoinmatu. Nasledné s muzem
prestal pachatel komunikovat. Ten tak prisel o vice nez 700 000 korun.

Pripadem se intenzivné zabyvaji policisté z obvodniho oddéleni v Sezimové Usti, ktefi po pachateli
trestného ¢inu podvodu patraji. Zaroven upozornuji na neustale se opakujici pripady internetovych
podvodu. Je potfeba byt maximalné obezretni. Podvodnici se snazi vyuzit strach poskozenych o své
financni prostredky, kdy je presvédci o tom, ze je potreba penize "bezpecné" ulozit v bitcoinmatu.
Dévejte vzdy pozor napr. na emailové adresy, ze kterych s vami pachatel komunikuje, vétSinou
obsahuji pismena ¢i znaky navic a je mozné podle toho poznat, Ze jsou faleSené. V tomto pripadé to
napr. bylo: info@csob.gs.cz. Pokud mate jakékoliv pochybnosti, kotnaktujte infolinku vasi banky ¢i
primo vaseho bankére, kteri vam potvrdi vasi domnénku, Ze se skutecné jedna o podvodné jednani.
Nedavejte podvodnikim Sanci, hlidejte si své penize.
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