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„Zaznamenali jsme obdobné texty rozeslané z různých telefonních čísel, riziko klientům
hrozí po vyplnění údajů na fiktivním odkazu, proto je důrazně varujeme před tím, aby na
takové zprávy reagovali či se řídili pokyny v nich uvedenými,“ říká bezpečnostní ředitel VZP
ČR Jan Svoboda. Podle jeho odhadu mohou být takto rozeslány tisíce SMS zpráv. Jejich
obsahem je například příslib výplaty přeplatků na zdravotním pojištění, v textu
formulováno jako „čeká Vás pojistná výplata“.

Uvedená webová adresa https://vzp-portal.online/ je falešná! VZP ČR proto znovu varuje,
aby lidé neotvírali žádné odkazy, které vedou mimo oficiální stránky VZP ČR dostupné na
internetové adrese https://www.vzp.cz.

Pokud si klient nebude jist, zda mu přišla informace od VZP ČR, nebo falešná zpráva od podvodníků,
může si pravost ověřit na infolince VZP: +420 952 222 222. Jasným vodítkem pro klienty může být
také to, že v případě zpráv rozesílaných skutečně z VZP, je ve jménu odesílatele uvedeno: „VZP CR“
nebo „EKK“.

VZP ČR varuje před těmito podvodnými SMS zprávami prostřednictvím sociálních sítí, v aplikaci
Moje VZP i na svých klientských pracovištích.
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