S kym se to baviS? Prinosy a rizika chatbotu s
umeélou inteligenci pro deéti
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Uceni pomoci Al je nyni efektivnéjsi nez kdy driv. AI chatboti usnadnuji orientaci v
informacich, zvySuji interaktivnost a atraktivitu u¢eni a muzou byt i platformou pro cvic¢eni
jazykovych dovednosti. Diky nim uz neni zapotrebi otevirat desitky webovych stranek a
procitat spoustu ¢lanku. Avsak, bez radného ovéreni véku, mohou nékteré chatboty
poskytovat nepresny nebo zavadéjici obsah, coz muze zpusobit generovani skodlivych rad.
Kdyz nékteri studenti zacali pouzivat ChatGPT jako nastroj pro vytvareni plagiatu, setkali
se s celou radou falesnych odkazl na neexistujici ¢clanky. Vétsi nebezpeci v boomu kolem
ChatGPT vsak hrozilo, kdyz se dospivajici divky ptaly umélé inteligence na dietni plany a
lékarské informace, na které chatbot okamzité odpovidal radami, které nevychazely z
doporuceni uznavanych odborniku, ale byly jen sbirkou vét nahodné posbiranych z celého
internetu.

Dal$im rizikem muze byt ,My AI“ ve Snapchatu, pouzitelny jiz od 13 let bez souhlasu rodict. Riziko
LAl pratel” je v tom, ze déti Casto uveri, ze jsou to jejich skutecni pratelé, a budou se ridit jejich
radami, které podle samotného Snapchatu ,,mohou obsahovat neobjektivni, nespravny, Skodlivy nebo
zavadéjici obsah”. To je obzvlast riskantni, protoze dospivajicim muze byt prijemné;jsi sdilet své
osobni informace a soukromé detaily o svém zivoté s chatbotem nez s rodici, kteri by jim mohli
pripadné pomoci. Mnoho chatbotll je také navrzeno k poskytovani ,erotickych” zazitkl, coz je
nebezpené, protoze ovérovani véku ¢asto nefunguje. Déti a dospivajici pak mlizou bez cenzury
diskutovat s virtualnim partnerem a sdélit velmi citlivé udaje.

,Vyvdzeni rizik a prinost je klicové. S ndrtstem rizik pro déti na internetu, zejména v souvislosti s
chatboty, je potreba aktivniho monitorovani a ochrany. Proaktivni pristup miize pomoct v identifikaci
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analyticka webového obsahu ve spolecnosti Kaspersky.
Tipy pro rodice:

@ Pouceni déti o bezpecnosti a ochrané soukromi na internetu muize byt velmi G¢innym zptsobem,
jak zabranit sdileni osobnich daju s cizimi lidmi nebo chatboty. Precist si muzete o kybernetické
bezpecnosti pro déti a o bezpecnosti na internetu.

@ Doporucuje se, aby se rodice do této problematiky jiz od zacatku zapojili a ukéazali détem, jak tyto
nastroje pouzivat, a jak ne. Ukazte jim priklady, o ¢em by se mohli bavit, a které chatboty s umélou
inteligenci pouzivat, a které ne.

@ Pouzivani aplikaci pro ,digitalni rodi¢ovstvi“ a nastaveni soukromi muze rodi¢im pomoct
monitorovat a ridit online aktivitu déti, zajistit bezpe¢né vyhledavani a filtrovat nevhodny obsah.

S kazdym novym nastrojem ¢i aplikaci prichazeji nové vyzvy, a je na rodi¢ich, aby byli informovéani a
pripraveni chranit své déti v digitalnim svété.
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