Pozor na podvodné SMS

31.7.2023 - Véra Mzikova | Policie CR
Zprava informovala o vyplaté.

Dals$im trikem podvodniki je vylakat daje k bankovnimu u¢tu prostrednictvim SMS. Zpozornéte v
pripadé, Ze vdm prijde SMS zacinajici naptiklad textem , CSSZ na vasem uétu je k dispozici vyplata
s odkazem na web tvarici se jako opravdovy web Ceské spravy socidlniho zabezpeceni. Jde o dalsi ze
série smishingovych utokd, jejichz cilem je vylakat z vés citlivé informace k vasemu uctu. Jeden
takovy pripad v poslednich dnech resi policisté z Treboné. Obratil se na né poskozeny muz, ktery na
tuto SMS zareagoval a priloZeny odkaz oteviel. Byl pfesmérovan na podvrzeny portal CSSZ, do
kterého se prihlasil pomoci své bankovni identity. Stranka se poté nacitala a nereagovala. Muz ji
opustil v domnéni, ze ma web vypadek. Bohuzel sdélenim svych udaji k bankovnimu G¢tu umoznil
neznamému pachateli vstup do internetového bankovnictvi a prisel tak o 150 tisic korun.

“«

Policie CR varuje: Neklikejte na ptilozené odkazy a nevypliiujte citlivé bankovni informace. Budte
obezretni. Z4dn4 instituce v Ceské republice po vas nikdy nebude chtit osobni informace
prostrednictvim SMS zpravy.

https://www.policie.cz/clanek/pozor-na-podvodne-sms-58163.aspx



https://www.policie.cz/clanek/pozor-na-podvodne-sms-58163.aspx

