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Zpráva informovala o výplatě.

Dalším trikem podvodníků je vylákat údaje k bankovnímu účtu prostřednictvím SMS. Zpozorněte v
případě, že vám přijde SMS začínající například textem „ ČSSZ na vašem účtu je k dispozici výplata“
s odkazem na web tvářící se jako opravdový web České správy sociálního zabezpečení. Jde o další ze
série smishingových útoků, jejichž cílem je vylákat z vás citlivé informace k vašemu účtu. Jeden
takový případ v posledních dnech řeší policisté z Třeboně. Obrátil se na ně poškozený muž, který na
tuto SMS zareagoval a přiložený odkaz otevřel. Byl přesměrován na podvržený portál ČSSZ, do
kterého se přihlásil pomocí své bankovní identity. Stránka se poté načítala a nereagovala. Muž ji
opustil v domnění, že má web výpadek. Bohužel sdělením svých údajů k bankovnímu účtu umožnil
neznámému pachateli vstup do internetového bankovnictví a přišel tak o 150 tisíc korun.

Policie ČR varuje: Neklikejte na přiložené odkazy a nevyplňujte citlivé bankovní informace. Buďte
obezřetní. Žádná instituce v České republice po vás nikdy nebude chtít osobní informace
prostřednictvím SMS zprávy.
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