Novy evropsky projekt QARC zajisti kvantove
odolnou bezpecnost dat

20.2.2026 - | Narodni urad pro kybernetickou a informacni bezpe¢nost

Sestnact partnert z akademické sféry a priumyslu a narodnich uradi pro kybernetickou
bezpecnost z jedenacti evropskych zemi se v prubéhu tri let zaméri na zavedeni
postkvantové kryptografie (PQC) do praxe v realnych aplikacich a kritické digitalni
infrastrukture. Projektovy tym ve spolupraci s narodnimi urady kybernetické bezpecnosti
vyvine nové prototypy PQC reseni a provéri je v realistickych pilotnich testech. Testovani
probéhne v prostredi digitalizovanych systému pro vykon verejné spravy (eGovernment),
cloudovych infrastruktur, sluzeb kyberbezpecnostnich agentur i vybranych open-source
softwarovych ekosystému. Vysledky projektu prispéji k tvorbé strategii a osvédcenych
postupt, které Evropské unii umozni plynule prejit na kryptografii odolnou vii¢ci budoucim
hrozbam kvantovych technologii. Zaroven bude projekt zvySovat povédomi o PQC pomoci
seminaru a workshopu.

,Uspéch pti zavadéni postkvantové kryptografie vyzaduje tizkou spolupréci vyzkumu, pramyslu a
statnich instituci. Prechod na postkvantovou kryptografii neni jen technologickou modernizaci, ale
nezbytnym krokem pro zachovani dlouhodobé duvéry v digitalni sluzby. Projekt QARC nam umozni
poskytnout jasna doporuceni a nové podpurné materialy, které institucim pomohou bezpecné
zvladnout zménu kryptografickych standardi,“ uvedl Tomas Rabas, vedouci oddéleni
kryptologickych analyz a odborny garant v projektu za NUKIB.

Dulezitou soucasti projektu QARC je aktivni zapojeni narodnich organl pro kybernetickou
bezpecnost, které hraji klicovou roli v podpore praktického prechodu na PQC v zapojenych zemich.
Utady z Estonska, Loty3ska, Slovenska, Ukrajiny a Norska budou spolupracovat na tvorbé akénich
strategii a plana implementace PQC a zaroven se podilet na reSeni pravnich, technickych i
strategickych vyzev spojenych s prechodem na nové kryptografické standardy.

Béhem triletého obdobi budou partneri projektu QARC vyvijet a testovat rozsahlé pilotni
implementace PQC, které vytvori zaklad pro vCasny a koordinovany vstup Evropy do kvantové éry.
Zaroven také prispéji k formovani standardi PQC, rozvoji potrebné podpurné infrastruktury a zajisti
dlouhodobou ochranu evropskych dat a digitalnich sluzeb.

Narodni urad pro kybernetickou a informaé¢ni bezpe¢énost (NUKIB) je v projektu QARC zapojen
jako klicovy partner zodpovédny za odbornou expertizu v oblasti kryptografie a koordinaci narodniho
prechodu na postkvantova reseni. Urad se bude aktivné podilet na vyvoji a ovéfovani metodik pro
bezpecnou implementaci post kvantové kryptografie v kritickych systémech statu, testovani
kryptografickych prototypu a na hodnoceni jejich pripravenosti pro praktické nasazeni. Soucasné
prispéje k tvorbé strategickych dokumenti, analyz a doporuceni potfebnych pro prijeti PQC v
¢eském vefejném i soukromém sektoru. Diky svému zapojeni NUKIB posiluje roli Ceské republiky v
evropském usili o bezpe¢ny prechod do kvantové éry.
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zadnou odpovédnost.

https://mukib.gov.cz/cs/infoservis/aktuality/2375-no
bezpecnost-dat



https://nukib.gov.cz/cs/infoservis/aktuality/2375-novy-evropsky-projekt-qarc-zajisti-kvantove-odolnou-bezpecnost-dat
https://nukib.gov.cz/cs/infoservis/aktuality/2375-novy-evropsky-projekt-qarc-zajisti-kvantove-odolnou-bezpecnost-dat

