Investovali a prisli o 4 miliony korun
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Durazné varujeme pred podobné vyhodnymi investicemi, zejména do kryptomén.
Zena z Chebska ,prisla“ o témér dva miliony korun

Pétapadesatileta zena z Chebska méla na konci zari telefonicky mluvit s muzem dosud neznamé
totoznosti ohledné investovéani do ruznych komodit, samoziejmé s prislibem zhodnoceni vklada. Muz
mél nasledné Zenu presvedcit, aby si do mobilniho telefonu nainstalovala aplikaci pro vzdaleny
pristup a poté odeslala ze svého bankovniho uctu finanéni prostredky jako vstupni platbu. V
nésledujicich dnech méla podle pokyni zena opakované odeslat dalsi finan¢ni prostredky. Kdyz se
Zené nedarilo vyplatit si zisk, tak odeslala dalsi finanéni prostredky jako platbu za prokazani
solventnosti.

74dné penize se Zené nepodaiilo vybrat, naopak ji nakonec byla zptisobena $koda témér 2 miliony
korun.

Investoval a byla mu zpusobena skoda priblizné 1,6 milionu korun

V listopadu minulého roku se mél pétasedmdesatilety muz z Karlovarska kliknout na reklamu tykajici
se investic. Nasledné ho méla kontaktovat jemu neznama zena, ktera ho priméla poslat prvni
finan¢ni prostredky jako vstupni poplatek pro nasledné investice. Poté si mél muz zalozit
kryptosménarnu, kam postupné béhem dvou mésict prevadél finan¢ni prostredky, které sménil za
kryptoménu a tu podle instrukci odesilal do ruznych penézenek. To vSe pod smySlenou legendou, ze
kryptoména je takto prevadéna na jeho udajny investi¢ni ucet, ktery mu byl zrizen. Nasledné jiz
komunikace nepokracovala a zadné penize mu vyplaceny nebyly. Nakonec mu byla zplisobena Skoda
priblizné 1,6 milionu korun.

Kriminalisté v obou téchto pripadech zahdjili tkony trestniho rizeni pro podezreni ze spachani
zloCinu podvodu. V pripadé prokazani viny hrozi trest odnéti svobody az na pét let.

PREVENCE:

Internetové investovani je stale popularnéjsi, zaroven ale pribyva pripadu, kdy lidé prichazeji o své
uspory kvuli podvodnikiim. Postupujte proto obezretné a diikladné si ovérujte vSechny nabidky.

Podvodnici casto lakaji na rychlé a vysoké zisky bez rizika, vyuzivaji natlakové jednani a vydavaji se
za investi¢ni poradce ¢i specialisty. Kontaktuji své obéti prostrednictvim telefonatl, socidlnich siti
nebo reklamy na internetu. V nékterych pripadech pozaduji instalaci programu pro vzdaleny pristup
k pocitaci, ¢imz mohou ziskat kontrolu nad bankovnim G¢tem poskozeného.

Doporucujeme:

- nevérit slibum garantovanych vynosu,

- vzdy si ovérit investicni spole¢nost a jeji opravnéni,

- nikdy nesdélovat prihlasovaci idaje ani autorizacni kody,

- neinstalovat cizi software do svého zarizeni,
- investovat pouze do produktt, kterym ¢lovék rozumi.

V pripadé podezreni na podvod je dulezité okamzité prerusit komunikaci, kontaktovat svou banku a



celou véc oznamit policii. V€asna reakce mize vyrazné zvysit Sanci na minimalizaci $kod.

Apelujeme na verejnost, aby byla pri investovani na internetu obezretna a nenechala se zlakat
vidinou rychlého zisku.
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