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Semináře, který se konal v pražském OREA Hotelu Pyramida, se zúčastnilo bezmála 300
návštěvníků. První den byl věnován především aktuálním hrozbám a provozní realitě
kyberbezpečnosti. Přehled vývoje bezpečnostní situace nabídli mimo jiné zástupci
bezpečnostního týmu CESNET-CERTS, mezi nimi například i Daniel Studený a Tomáš
Košňar. Diskuse se dotkla monitoringu sítí, obrany proti DDoS útokům, bezpečnosti
Kubernetes i dopadů umělé inteligence na kyberprostor. Program doplnily krátké
praktické příspěvky a celý den uzavřel neformální networking.

Druhý den byl rozdělen do technické a legislativní sekce. Technická část se soustředila na ochranu
síťového provozu, konkrétně na práci s daty, detekci hrozeb nebo využití strojového učení.
Legislativní blok vedly mimo jiné Marcela Pospíšilová a Andrea Kropáčová, které se zaměřily na
praktické dopady zákona o kybernetické bezpečnosti a souvisejících evropských regulací, jako jsou
AI Act nebo Cyber Resilience Act. O zkušenosti s řízením kybernetické a informační bezpečnosti v
akademickém prostředí se podělili například také řečníci z Masarykovy univerzity.

Dvoudenní formát umožnil návštěvníkům kombinovat technický, provozní i legislativní pohled na
kyberbezpečnost a sestavit si program podle vlastního zaměření. Seminář tak poskytl ucelený
přehled aktuálních výzev i nástrojů, které dnes organizace při ochraně svých sítí a dat řeší.
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