Vydali jsme prehled kybernetickych incidentu
za leden 2026

9.2.2026 - | Narodni urad pro kybernetickou a informac¢ni bezpecnost

V lednu pocet kybernetickych bezpec¢nostnich incidentu, které evidoval Narodni urad pro
kybernetickou a informaé¢ni bezpeénost (NUKIB), proti prosinci loniského roku stoupl na
32, coz je nejvyssi zaznamenana hodnota za poslednich 12 mésicu. Narust byl spojen
zejména s vinou DDoS utoku, ktera tvorila témér polovinu zaznamenanych incidentu. Z
celkového poctu incidentu byl vSak jako vyznamny oznacen jen jeden, stejné jako v
prosinci.

Z pohledu klasifikace byla nejvice zastoupena kategorie Dostupnost - za vySe zminénou vinou DDoS
utoku stély primarné proruské hacktivistické skupiny. V kategorii Podvod byly zaznamenany pripady
phishingu a v kategorii Prunik izolované pripady kompromitaci systému a uctd. V lednu nebyl
evidovan zadny ransomwarovy utok.

NUKIB v lednu zaznamenal 14 kyberbezpe¢nostnich udalosti.

Cely dokument naleznete zde:
https://nukib.gov.cz/download/publikace/vyzkum/Kyberneticke-incidenty-pohledem-NUKIB-
leden-2026.pdf

Na aktudlni zranitelnosti upozornujeme prostrednictvim profilu vlddniho CERT na siti X.

Kybernetickym bezpecnostnim incidentem se rozumi naruseni bezpecnosti informaci v informacnich
systémech nebo naruseni bezpecnosti sluzeb anebo bezpecnosti a integrity siti elektronickych
komunikaci v dusledku kybernetické bezpec¢nostni udalosti.

Kybernetickou bezpec¢nostni udélosti je udalost, ktera muze zpusobit naruseni bezpecnosti informaci
v informacnich systémech nebo naruseni bezpecnosti sluzeb anebo bezpecnosti a integrity siti
elektronickych komunikaci.

Oba pojmy definuje zdkon o kybernetické bezpecénosti.
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