Zimni olympijské hry 2026: kyberneticka
rizika vyznamné udalosti

5.2.2026 - | Narodni urad pro kybernetickou a informacni bezpec¢nost

Narodni urad pro kybernetickou a informacni bezpecnost upozornuje v souvislosti s
konanim zimnich olympijskych her na oc¢ekavatelnou vétsi aktivitu kyberutoc¢niku a
doporucuje institucim i jednotlivcum zvySenou obezretnost pri aktivitach na internetu i
ochranu vlastnich zarizeni.

V souvislosti s konanim zimnich olympijskych her (ZOH) 6.-22. inora 2026 v italském Mildné a
Cortiné d’Ampezzo upozorhuje Nérodni ufad pro kybernetickou a informaéni bezpe¢nost (NUKIB) na
mozné zvySeni aktivity kybernetickych uto¢niki, zejména finanéné motivovanych kriminalnich
skupin. Vyraznymi hrozbami zneuzivajicimi téma ZOH jsou phishingové kampané, podvodné webové
stranky a mobilni aplikace ¢i QR kddy. Mezinarodni charakter a vysoka mediéalni pozornost ale
mohou predstavovat atraktivni prilezitost pro ruzné skupiny kyberato¢niki: vyloudit nelze ¢innost
hacktivistll ani utoky statem sponzorovanych aktéra.

»Stejné jako u jinych vyznamnych udalosti i tady lze oCekavat, Ze ito¢nici mohou vyuzivat tematiku
olympijskych her k podvodim. Budou $ifit podvodné e-maily a zpravy, které maji pusobit jako
informace o vstupenkach, dopraveé, ubytovani nebo oficidlnich organiza¢nich pokynech. VyuZzivaji
pocitu naléhavosti a pobizeji k rychlému, emocionalnimu, neuvdzenému rozhodovani. Mohou se
objevovat také faleSné webové stranky, podvodné aplikace ¢i QR kody,” upresnuje néktera
kyberbezpecénostni rizika velkych udalosti ndméstkyné feditele NUKIB Martina Ulmanova.

A&koli NUKIB zatim na tizemi Ceské republiky incident pfimo souvisejici se ZOH 2026
nezaznamenal, existuje realnda moznost, ze k tomu dojde. Olympijské hry se uz v minulosti tercem
kybernetickych aktéru staly: V roce 2018 doslo k rozsahlému kybertutoku, ktery ochromil IT
infrastrukturu her v Pchjongcchangu. Olympiada v Tokiu 2021 celila snaham o sabotaz ze strany
statem sponzorovanych tGto¢nika. Letni olympijské hry v Parizi 2024 zaznamenaly 140
kybernetickych incidentu, véetné 42 potvrzenych dezinformacnich kampani a utoku vyuzivajicich
deepfakes.

NUKIB doporuéuje, aby organizace i jednotlivci vénovali zvy$enou pozornost ovéiovani pravosti
elektronické komunikace a vyvarovali se otevirani odkazl ¢i priloh z nezndmych nebo podezrelych
zdroju. Soucasné je dulezité pravidelné aktualizovat pouzivany software, vyuzivat vicefaktorové
ovérovani nebo misto verejné wifi sité radéji vyuzivat mobilni data.

Cely situa¢ni report, véetné dalsich tipu, jak se kyberbezpecné chovat, naleznete zde:
https://nukib.gov.cz/download/publikace/analyzy/Situacni-prehled-ZOH-2026.pdf
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