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Pod různými legendami vylákali podvodníci z poškozených osob za uplynulý týden téměř
čtyři miliony korun.

Falešný bankéř, podvodné investice, legenda o dětech v nouzi, napadený účet na sociální síti, falešný
odkaz na přepravní společnost, to je jen malý výčet způsobů, jakými podvodníci vylákali ze svých
obětí peníze. Celková částka, o kterou poškození za uplynulý týden přišli napříč celým Plzeňským
krajem, je téměř 4 miliony korun.

Největší škoda vznikla sedmačtyřicetiletému muži z Tachovska. Pod legendou získání finančních
prostředků z investic z něj neznámý pachatel vylákal více než 1,5 milionu korun. Tuto částku
poškozený muž zaslal do kryptopeněženky, kde byly údajně uložené výnosy z investic do ropy.
Pachatelé se pokoušeli z poškozeného vylákat další peníze, což muž odmítl a celou věc ohlásil policii.

Kryptoměna hrála hlavní roli i v dalším případu. Neznámí pachatelé pod záminkou investice právě do
virtuální měny přesvědčili osmašedesátiletého muže, aby jim poskytl přístupové údaje ke svému
účtu. Bez jeho vědomí následně provedli pět výběrů z bankomatu v celkové výši 200 tisíc korun.

Několik případů podvodů proběhlo prostřednictvím jedné sociální sítě, kdy neznámí pachatelé získali
neoprávněně přístup do účtů některých uživatelů. Z napadených účtů se pak vydávali za kamarády
poškozených, po kterých požadovali zaslání půjčky v řádech několika desítek tisíc korun. V několika
případech se jim to podařilo, a že se jedná o podvod, zjistili poškození ve chvíli, kdy se spojili s
osobami, za které se podvodníci vydávali.

Přímo do rukou údajnému kurýrovi předal během dvou setkání pětašedesátiletý muž celkem 910 tisíc
korun. Na jedné ze sociálních sítí zareagoval na reklamu slibující zhodnocení finančních prostředků.
Následně byl kontaktován neznámým mužem, který ho přesvědčil k zaslání počátečního vkladu ve
výši více než 5 tisíc korun. Zhodnocený vstupní vklad mu byl opravdu ve dvou případech vyplacen.
Následně jej však neznámý pachatel přesvědčil, aby předal kurýrovi nejdříve 350 tisíc korun na
investice a o několik dní později 560 tisíc korun jako autorizační částku potřebnou na výplatu peněz.
Poté, co muž pochopil, že se jedná o podvod, oznámil věc policii.

Pod legendou napadeného účtu vylákal falešný bankéř ve spolupráci s falešným policistou několik set
tisíc korun ze sedmadvacetiletého muže. Toho nejprve kontaktoval údajný kriminalista a sdělil mu, že
mu byly odcizeny osobní údaje a také byla zfalšována plná moc na sjednání půjčky v bance. Je proto
nutné jeho finanční prostředky ochránit a zajistit, to však může provést jen bankovní specialista. Ten
muže následně zkontaktoval a nadiktoval poškozenému čísla účtů, na které má své peníze odeslat.
Muž toto učinil ve třech platbách a vznikla mu tak škoda ve výši téměř 600 tisíc korun.

Opětovně připomínáme:

- Nikdy neposílejte neznámým osobám údaje ke svému účtu nebo internetovému bankovnictví.

- Nikdy nesdílejte hesla, PINy ani kódy z SMS.

- Veškeré prosby o půjčky nebo zaslání peněz si ověřujte.

- Neotvírejte nevyžádané odkazy a reklamy.



- Neinstalujte si do svých zařízení neznámé aplikace.

por. Bc. Iva Vršecká
21. ledna 2026

https://policie.gov.cz/clanek/nove-pripady-internetovych-podvodu.aspx

https://policie.gov.cz/clanek/nove-pripady-internetovych-podvodu.aspx

