Portal NUKIB se s datem ucinnosti nového
zakona o kyberbezpecnosti méni na povinnou
komunikac¢ni platformu mezi Uradem a
regulovanymi subjekty

3.11.2025 - | Narodni urad pro kybernetickou a informacni bezpecnost

S ucinnosti nového zakona o kybernetické bezpecnosti k 1. listopadu 2025 spustil Narodni
urad pro kybernetickou a informa¢ni bezpe¢nost (NUKIB) nové funkcionality Portalu
NUKIB, a ten se tak stal hlavnim nastrojem pro komunikaci mezi regulovanymi subjekty a
NUKIB. Cilem Portalu NUKIB je nejen poskytovat piehledné a aktualni informace o
kybernetické bezpecnosti, ale také umoznit snadné provadéni ikonu v souvislosti s novym
zakonem.

0d 1. listopadu Portal NUKIB slouZi ke snadnému provadéni standardizovanych tikon{i danych
zakonem o kybernetické bezpecnosti, jako je ohlaSeni poskytovani regulované sluzby ze strany jejiho
poskytovatele, nahlaSeni kontaktnich idaju a nasledné hlaseni incidenti, hlaSeni provedeni
protiopatieni nebo ndpravného opatieni ¢i hlaseni dodavatelu.

Portdl je napojen na zékladni registry a umoznuje autentizaci relevantnich osob prostiednictvim
elektronické identifikace pomoci identity ob¢ana - k ¢emuz muze volit rizné metody, jako je
napriklad mobilni kli¢ eGovernmentu, bankovni identita nebo MojeID. Zakladnimi principy platformy
jsou maximalni automatizace a samoobsluznost, které vedou ke snizeni administrativni zatéze jak na
strané regulovanych subjektd, tak na strané Utadu.

S ucinnosti nového zakona o kybernetické bezpecnosti od 1. listopadu bézi organizacim 60denni
lhiita pro zékonnou povinnost ohléasit requlovanou sluzbu. Nasledné NUKIB zasle organizaci
rozhodnuti o registraci. Dal$im krokem je nahlaSeni kontaktnich udaju ze strany registrované
organizace. Pokud jiz pri ohlasovani organizace zna kontaktni osoby, muze si proces zjednodusit a
muze nahléasit kontaktni osoby uz pri ohlaSovani regulované sluzby.

,Novy zdkon o kybernetické bezpecnosti prinasi moderni pristup k ochrané digitalni infrastruktury.
Portal NUKIB je navrZen tak, aby regulovanym subjektim poskytl jednoduchy, bezpe¢ny a prehledny
zpusob, jak plnit své povinnosti. Vérime, ze diky automatizaci a propojeni na zakladni registry bude
cely proces vyrazné efektivnéjsi,“ uvedl redite] NUKIB Luka$ Kintr.

Na ohld$eni regulované sluzby maji subjekty sice témét 60 dni, tedy do konce roku 2025, NUKIB ale
doporucuje nenechavat ohlaseni na posledni chvili, kdy 1ze o¢ekavat vyssi vytizeni systému.

Subjekty, které byly regulovany podle starého zdkona o kybernetické bezpecCnosti, museji
regulovanou sluzbu ohlésit Gplné stejné jako subjekty, které spadnou pod novy zédkon o kybernetické
bezpecnosti.

https://mukib.gov.cz/cs/infoservis/aktuality/2330-portal-nukib-se-s-datem-ucinnosti-noveho-zakona-o-k
yberbezpecnosti-meni-na-povinnou-komunikacni-platformu-mezi-uradem-a-regulovanymi-subjekty



https://nukib.gov.cz/cs/infoservis/aktuality/2330-portal-nukib-se-s-datem-ucinnosti-noveho-zakona-o-kyberbezpecnosti-meni-na-povinnou-komunikacni-platformu-mezi-uradem-a-regulovanymi-subjekty
https://nukib.gov.cz/cs/infoservis/aktuality/2330-portal-nukib-se-s-datem-ucinnosti-noveho-zakona-o-kyberbezpecnosti-meni-na-povinnou-komunikacni-platformu-mezi-uradem-a-regulovanymi-subjekty

